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Agenda

• Deployment Models

• Access Manager Roadmap

• IAM SaaS - Access Management capabilities

• User onboarding demo

• AM SaaS Roadmap
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Flexible Deployment and Delivery options
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Disclaimer

Certain statements in this presentation constitute forward-looking statements or forward-looking information within the meaning 

of applicable securities laws (“forward-looking statements”).  Such forward-looking statements involve known and unknown risks, 

uncertainties and other factors that may cause the actual results, performance or achievements of OpenText, or developments in 

OpenText’s business or in its industry, to differ materially from the anticipated results, performance, achievements or 

developments expressed or implied by such forward-looking statements. Forward-looking statements include all disclosure 

regarding possible events, conditions or results of operations that is based on assumptions about future economic conditions 

and courses of action.  Forward-looking statements may also include any statement relating to future events, conditions or 

circumstances.  OpenText cautions you not to place undue reliance upon any such forward-looking statements, which speak 

only as of the date they are made. Forward-looking statements relate to, among other things, changes in the ECM market; the 

market focus of OpenText, OpenText’s revenue mix and margin targets; OpenText’s operations priorities; and OpenText’s 

strategy for its products and solutions. The risks and uncertainties that may affect forward-looking statements include, among 

others, the completion and integration of acquisitions, the possibility of technical, logistical or planning issues in connection with 

deployments, the continuous commitment of OpenText's customers, demand for OpenText's products and other risks detailed 

from time to time in OpenText's filings with the Securities and Exchange Commission and Canadian provincial securities 

regulators, including OpenText's Annual Report on Form 10-K  and the Quarterly Report on Form 10-k. Forward-looking 

statements are based on management’s current plans, estimates, projections, beliefs and opinions, and the Company does not 

undertake any obligation to update forward-looking statements should assumptions related to these plans, estimates, 

projections, beliefs and opinions change.

Disclaimer: release dates and feature lists are subject to change due to changing business and market needs
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Current – 25.1 25.2 25.3 25.4

Access Manager CE 25.1 (v5.1.1)

• ACDI (Auditing, Compliance and Data 

Intelligence)

• Docker enhancements

• reCAPTCHA v3

• External authentication method (EAM) for  

Entra ID

• Java 11 update

Access Manager CE 25.4 (v5.2)

• Multiple certificate support for IDP 

• ACME 2

• Java 21 update

• TLS 1.3

8-quarter top innovation roadmap

Access Manager

26.1 26.2 26.3 26.4

Access Manager CE 26.1 (v5.2.1)

• IPv6 support

• Redhat OpenShift support

• Delegated User Access for helpdesk users

Access Manager CE 26.1 (v5.2.2)

• Access Manager deployment in OT Pvt Cloud

Access Manager CE 26.1 (v5.2.3)

• IPv6 support
Access Manager CE 26.3 (v5.3)

• Administration Console UX Enhancements

• New UI for Access Gateway and 

Policies

• AI assistant

• Continuous authentication and authorization

• UEBA Support 

• Interset integration for XDR
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Access Manager CE 25.2 (v5.1.1)

Docker Enhancements

• Docker containers interacting over DNS

• Persistent volume support

ACDI Dashboard

• Audit, Compliance and Data Insights

• Analytics dashboard and reports in one platform

• Replacement for deprecating Analytics Dashboard

Java 11 update

• Security library updates dependent on Java also will get updated
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Access Manager CE 25.4 (v5.2)

Certificate Management enhancements

• Multiple signing certificates for the identity server

• Multiple signing certificates for OAuth

• Ability to assign certificates for individual WS-Trust and WS-Fed providers

• Automatic Metadata refresh for SAML2

• ACME (Automated Certificate Management Environment) 2 Support

Other enhancements

• Syslog with SSL/TLS

• Social auth providers through OAuth

• Java 21

• TLS 1.3
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Access Manager CE 26.1 (v5.2.1)

IPv6 support

• Support for IPv6 only

• Support for mixed mode having both IPv4 and IPv6

Redhat OpenShift Support

• Access Manager docker support for deployment in Redhat Openshift environments

Delegated User Access

• Allow delegated access offline, unlike the impersonation.

• Control the access duration

• Revoke access
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Access Manager CE 26.1 (v5.2.2)

Access Management OT Private Cloud Offering

• Available through OT Private Cloud

• Managed services for installation, upgrades, SLA uptime, etc
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Access Manager CE 26.3 (v5.3)

Administration console UX enhancements

• New UI for access gateway and policies

• Alignment to Access Gateway SaaS UI

• AI assistant - Configuration assistant for admins

• Admin can chat in simple language to get configuration suggestions and support materials.

Zero Trust Enhancements

• Continuous Authentication and authorization

UEBA Support

• UEBA capability based on the past user activities in Risk

• Enabled by default

Intelligence Integration for XDR

• Risk score based on XDR through integration with Intelligence 
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IAM SaaS
Access management SaaS
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NetIQ IAM holistic portfolio
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User Portal
End User Journey
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Administration Console 
Admin Journey
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User Onboarding Demo
Workforce onboarding
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Current – 25.1 25.2 25.3 25.4

• Identity Lifecycle Manager Public Cloud

• Common credential store Public Cloud

• Identity Intelligence with Magellan BI&R

• Common Workflow Service Public Cloud

• Password Management (Account Claiming 

Workflow Set Password )

• Independent Risk Service in the SaaS that is 

headless and stateless

• Identity Lifecycle Manager (Policy Builder 

Phase 1)

• Authorization as a Service Public Cloud

• Privileged Access Management Public Cloud

• Common Workflow service

• Account Claiming as a Service (Self –service)

• CIAM as a Service (New Registration)

• CIAM – Consent

• Password Management (SCIM User 

Password Reset)

• Intelligence custom widgets and dashboards

8-quarter top innovation roadmap

OpenText Core Identity Foundation (SaaS)

26.1 26.2 26.3 26.4

• Identity Lifecycle Manager (Policy Builder 

Phase 2)

• Access Gateway as a Service

• Password Management (Multiple Policy)

• Centralized policy management

• Aviator based Policy Builder Assistant

• Password Management (Password Expiry 

Warning)
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Core Identity 

Foundation SKU
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What is It?

• It is a method to measure how often a unique entity interacts with the Identity Foundation 

Services within a given month

How is it measured?

• All activity initiated by or for a unique entity is captured by each Identity Foundation Service

• Reports tally how many days within a given month did a unique entity interact with ANY Identity 

Foundation Service

   Example:

   On Day 1, User A logged into IG SaaS, Used MFA and Reviewed an Access List.

• This would be considered 3 activities and 1 Active Day for User A

• We are focused on the number of Active Days for User A, not the number of activities

  Why is It Important?

It provides a consistent mechanism where you can understand the realized value of a platform 

and license based on that value

24

Introduction to Monthly Active User (MAU)
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MAU SKU details
• Core Identity Foundation Monthly Active User

• Identity Governance SaaS

• IDI Basic

• Advanced Authentication Limited SaaS

• Identity Lifecycle Manager

• Fed SSO

• PWD Management

• Includes 2,000 Monthly Active Users

• Core Identity Foundation Advanced Authentication Add-On

• Core Identity Foundation SKU required

• Updates customer license to full Advanced Authentication SaaS 

• Core Identity Foundation – 100 Monthly Active Light User Bundle

• User who interacts with Identity Foundation less than 10 days per calendar month

• Typically your CIAM user

• Core Identity Foundation - 100 Monthly Active User Bundle

• User who interacts with Identity Foundation 10 or more days per calendar month

• Typically your workforce user
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Questions?



twitter.com/opentext linkedin.com/company/opentext opentext.com

Thank You
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